WHAT IS THE CYBER POLICY PORTAL?

• An interactive reference tool for policymakers: comprehensive cybersecurity policy database

• Maps cybersecurity policy landscape across the UN Member States, regional IGOs and multilateral frameworks

• Launched in January 2019 and currently used in 150+ countries

• 2000+ pages of critical information on cybersecurity policy, coming from official open sources
• **States**: individual profiles of all 193 UN Member States

• **Regional organizations**: 13 profiles with focus on the regional ones

• **Multilateral cybersecurity frameworks**: 13 profiles of intergovernmental agreements and other frameworks
• Cybersecurity strategy documents and implementation frameworks

• Cybersecurity legislation

• Key dedicated structures and positions in charge of cybersecurity policy

• International cooperation declarations, initiatives and frameworks
Feedback and Interactive Mechanisms

- Feedback mechanism to ensure the veracity of information and allow accurate and timely updates.

- Requests for updates are regularly sent to States and IGOs; feedback is used to update the content.

- Further goals: development of tools for automated updates by partners.
1. **Governments** of the 193 UN Member States - primary source of official information on national cybersecurity policy developments

2. **Regional organizations** (OAS, OSCE, AU, ASEAN, etc.) that serve as regional centers of capacity building activities in cybersecurity policy

3. **Private sector**: Tech companies that promote and participate in multistakeholder frameworks, initiatives and programmes aimed in cybersecurity arena
Thank you!

Please provide inputs to the Portal!
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